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QUESTIONS:

1. In Intelligent Vehicular AdHoc network (InVANET), vehicles are enabled to communicate among themselves i.e. V-2-V. It is explained that V-2-V enables communication for small to medium distances and at locations even where roadside access points are not available. Are we assuming that all the vehicles on the road will be equipped with communication/networking capabilities? If not, how realistic is InVANET?

2. Vehicles move in certain speeds. We have roads or highways which have various speed limitations. Does InVANET impose any restriction on the speed of a vehicle for its smooth operation?

3. The basic safety message spreading in a vehicular network consists of event warning message. But there are scenarios when message need to be delivered to specific areas example, to the end of a traffic jam queue so that arriving vehicles have the option of taking another route before getting stuck. How can the vehicular network support the secure routing?

4. Each vehicle equipped with VANET device in the Ad-Hoc network receive and relay messages through the wireless network. During this process of communication, attacker will try to insert false information in the message. How could you prevent the life critical information being inserted or modified by the attacker? How can you solve the in-transit traffic tempering?

5. If the Vehicles are connected in a network with the terminals on the road, what kind of network is it? Is that a connection-oriented or a connectionless network.

6. Is the network expandable? How did the cars in the network and the terminals maintain the flow control in the network.
