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1. Introduction 

A Vehicular Ad-Hoc Network, or VANET, is a form of Mobile ad-hoc network, to provide communications among nearby vehicles and between vehicles and nearby fixed equipment, usually described as roadside equipment. Ad-hoc Network refers to a temporary network composed only of mobile terminals fitted with a relay function. The main goal of VANET is providing safety and comfort for passengers. To form a ad-hoc network special device electronic will be placed on each vehicle which will provide connectivity for the passengers. The main goal of VANET is to provide safety and comfort for passengers. Moreover, it changes the role of vehicles from mere transportation means to smart objects. Communication between vehicles can be used to realize driver support and active safety services like collision warning, up-to-date traffic and weather information or active navigation systems.
This network tends to operate without any infrastructure / without backbone network or legacy client and server communication. Aspects like efficient message dissemination, network scalability, and information security mechanisms are still major research areas in the area of vehicular ad hoc networks.

Each vehicle equipped with VANET device will be a node in the Ad-Hoc network and can receive and relay others messages through the wireless network. Each node in the ah-hoc network functions as the router to another node.This means that the terminals act like repeaters that relay the information packets flying back and forth about the ad-hoc network from one mobile terminal to the next. There are also multimedia and internet connectivity facilities for passengers, all provided within the wireless coverage of each car. Automatic payment for parking lots and toll collection are other examples of possibilities inside VANET.

In VANET, rather than moving at random as in MANET vehicles tend to move in an organized fashion. The interactions with roadside equipment can likewise be characterized fairly accurately. Similarly, most vehicles are restricted in their range of motion, for example by being constrained to follow a paved highway. Vehicular Ad-hoc Networks is expected to implement variety of wireless technologies such as Dedicated Short-Range Communications (DSRC), which is a type of WiFi. Vehicular Ad-hoc Networks can be viewed as component of the Intelligent Transportation Systems (ITS).
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On the ad-hoc network, data is passed from one mobile terminal to the next like a relay. Such a data relay is referred to as "multi-hop." This term expresses the situation that the data is relayed in the same way as in the triple jump-namely, it hops, steps, and jumps between terminals. As part of the I-ITS Hot Spot Working Group, with the aim of confirming the efficiency of the multi-hop relay, Hitachi Ltd has been performed connection experiments between Internet hot spots and the ad-hoc network. In this experiment, three cars were run in line down an urban road, data was transmitted to them from an information delivery server, and then it was verified whether the data could actually be relayed from the first car, to the second, and onto the third. Moreover, the experiment demonstrated that when the three cars pass through a predetermined area, the data transmitted from the server was successfully relayed without any cutoffs.

In Vehicular Ad hoc Networks (VANETs) safety-related applications such as local danger warning (LDW) will use broadcast-based communication schemes to transmit information to other vehicles within the network. The unlimited flooding of a message throughout the whole network however, is neither feasible nor intended. The high resulting traffic load would congest the shared wireless medium and prevent other, potentially highly relevant and time-critical messages from getting access to the medium. 

2. Characteristics of Ad-hoc Network
VANETs have similar characteristics as mobile ad hoc networks, often in the form of multi-hop networks. Due to the high mobility of nodes network topology

changes occur frequently. All nodes share the same channel leading to congestion in very dense networks. The decentralized nature of VANETs leads to the need for new system concepts and information dissemination protocols.

1. Lack of pre-configuration, meaning network configuration and management must be automatic and dynamic.

2. Node mobility, resulting in constantly changing network topologies.

3. Multi-hop routing.

4. Resource limited devices, e.g. laptops, PDAs and mobile phones have power and CPU processing constraints.

5. Resource limited wireless communications, e.g. reduced to 10's of kilobits per second by the fact that many nodes must share the radio medium.

6. Potentially large networks, e.g. a network of sensors may comprise thousands or even tens of thousands of mobile nodes

3. Advantages
· Inter-vehicular communication services such as intersection collision warning, local danger warning, and the de-central dissemination of real-time traffic flow information.

· Ad-hoc network provides an effective communication infrastructure for information transfer during major disasters like typhoons and earthquakes.
· The mobile terminals not only provide a function for information transmission and reception but also provide a function for information relay   provides the function of router).

· Ad-hoc network provides anytime, anywhere access environment.

4. Challenges
a. Scability of protocol 

The term scalability means that the number of users and/or traffic volume can be increased with resonably small performance degration or even network outage and without changing the system components and protocols. Especially due to distributed nature of vehicular networks(multi-hop communication) the complexity of protocols for routing message dissemination is rather high.

b. Introduction of Security: -

The use and integration of security mechanisms for warning messages and safety services is absolutely necessary within VANETs. Car-to-car communication and its services will only be a success and accepted by the customers if a high level of reliability and security can be provided. The most crucial security service for VANETs is the introduction of trust and the provisioning of trustworthy services. However, this is a great challenge for the distributed VANET. 

c. High-Speed Real-Time Communication
High-speed communication with guaranteed low latency times is a great challenge. Especially for direct back-to-back collision warning very low latency times are required. A vehicle traveling at a speed of 50 km/h travels around 1.4 m/100ms. Hard deadlines are necessary for specific services. However, these quality-of-service requirements are hard to meet in a best effort-based network.
Besides these major challenges, other challenges include:

· Increase the efficiency of information transfer, while handling the harsh environmental conditions such as energy constrained and highly mobile devices.

· Advances in wireless communications technology are required to overcome the limitations inherent of broadcast radio networks.  

· Advances in wireless communications technology are required to overcome the limitations inherent of broadcast radio networks.

· In addition, routing and transport protocols (e.g. TCP/IP) must be made more intelligent such that communication paths avoid nodes low on resources (e.g. low battery power).

· Enhancing the usability of ad hoc networks to support future commercial applications. With no prior configuration of network services, nor any central authority, basic tasks expected of a computer communications network become more complicated.

· Securing the network is perhaps the most difficult task.

· It is necessary to develop middleware services that hide the complexities of the ad hoc network from application programmers.
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