Mobile ad-hoc Networks-Security
(MANet)

              The project is based on the “Security” for ad-hoc networks. A mobile ad-hoc network (MANet) is a kind of wireless ad-hoc network, and is a self-configuring network of mobile routers (and associated hosts) connected by wireless links  the union of which form an arbitrary topology. The routers are free to move randomly and organize themselves arbitrarily; thus, the network's wireless topology may change rapidly and unpredictably. Such a network may operate in a standalone fashion, or may be connected to the larger Internet. 

              A wireless ad-hoc network, also known as IBSS - Independent Basic Service Set, is a computer network in which the communication links are wireless. The network is ad hoc because each node is willing to forward data for other nodes.In ad hoc networks the communicating nodes do not necessarily rely on a fixed infrastructure, which sets new challenges for the environments and may have to operate with full availability even in difficult conditions, security solutions applied in more traditional networks may not directly be suitable for protecting them. 
                Many of the new generation ad hoc networking proposals are not yet able to address the security problems and they face. Environment-specific implications on the required approaches in implementing security in such dynamically changing networks necessary security architecture they apply.
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