SECURITY IN MOBILE COMMUNICATIONS
ABSTRACT: 

Over the last few years, a number of mobile communication systems have been developed and numerous service providers and equipment vendors are bringing to market a steady stream of new innovations.

The mobile communication provides huge wireless connectivity in today’s world that enables mobility and computing in many different communication environments. Many studies have addressed carefully the mobile subscriber authentication, radio-path encryption, and secure mobility, but the security in mobile communication doesn’t depend on only these, indeed needs a more systematic approach to build up a framework capable of allowing the risk analysis of threats and vulnerabilities of a mobile communication, assessment of a mobile communications in terms of provided security, the protection of a service provided via mobile communication systems and last but not the least the engineering and management of mobile communication security.

Mobile networks can make it both harder and easier to implement communication security as when compared. Communication between mobile and fixed networks creates a particular problem regarding security protocol design. .The mobile network operators are well placed to become trusted third parties and thereby be able to support security applications. 
Some of the security goals are:

· Confidentiality

· Access control 

· Data integrity 

Concluding, in this project we are planning to work on the security aspects of mobile communication.
Security usually serves as a remedy to solve whatever susceptible comes, and not as a primary goal in its own right.

